
Privacy Policy 

Rainbowsocks.com 

1. The Data Controller for the online store available at www.rainbowsocks.com (hereinafter 

referred to as the "Online Store") is IWUC SPÓŁKA Z OGRANICZONĄ 

ODPOWIEDZIALNOŚCIĄ, located at ul. Kłobucka 8B/28, 02-699 Warsaw, Poland. It is 

registered in the business register maintained by the District Court for the Capital City of 

Warsaw, XIII Commercial Division of the National Court Register, under KRS number 

0000636355, NIP: 9512418776, REGON: 36537132800000, hereinafter referred to as 

the "Data Controller." 

2. Any inquiries, requests, or complaints regarding the processing of personal data by the 

Data Controller (hereinafter referred to as "Submissions") should be directed to the 

following email address: gosia@rainbowsocks.com or sent in writing to ul. Kłobucka 

8B/28, 02-699 Warsaw. The submission should clearly indicate: 

• The data of the person(s) to whom the Submission pertains, 

• The event that is the reason for the Submission, 

• The demands and legal basis for those demands, 

• The preferred method of resolving the matter. 

3. In our Online Store, we collect the following personal data: 

- Name and Surname: May be processed when users provide this information via email, 

contact form, registration form, or order form available on our Online Store, as well as 

through traditional mail or telephone contact, to utilize the services of our Online Store. 

- Phone Number: May be processed if provided via telephone contact or through email, 

contact form, registration form, or order form available on our Online Store. It is used to 

facilitate contact with the user regarding the order fulfillment or to respond to other 

inquiries. 

- Residential/Correspondence Address: Processed for the proper delivery of ordered 

products; providing this address is necessary for making purchases in our Online Store. 

- Email Address: May be processed if provided via email, contact form, registration form, 

or order form available on our Online Store, as well as through traditional mail or 

telephone contact. We use this to respond to inquiries related to our offer and to provide 

information related to the fulfillment of agreements. Additionally, if the user consents to 

receiving marketing content and subscribes to our newsletter, we will send commercial 

and marketing information a few times a month. 

- IP Address and Potential Personal Data in Cookies: Information from general Internet 

connection principles, such as IP address (and other data in system logs), is used for 

technical and statistical purposes, including collecting general demographic information 

(e.g., the region from which the connection originates). This type of data is also used for 

marketing and analytical purposes if consent is given in accordance with Article 173(1) 

of the Telecommunications Law. 
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- NIP and Company Name: Necessary for issuing invoices and other documents related 

to using our Online Store. 

- Other Data: May be collected as part of handling specific cases or provided by users of 

our Online Store via email, contact form, traditional mail, or telephone contact. 

4. Every person using our Online Store has the option to choose whether and to what 

extent they wish to use our services and share information and data about themselves, 

as specified in this Privacy Policy. 

5. We process personal data for the following purposes: 

- Purchasing in Our Online Store: To facilitate purchases through the order form 

available on our Online Store (Article 6(1)(b) GDPR). Personal data for this purpose will 

cease to be processed once the specific transaction is completed. 

- Entering and Performing Contracts: In connection with the services we offer (Article 

6(1)(b) GDPR). Personal data for this purpose will cease to be processed once the 

contract is fulfilled. 

- Managing User Accounts: To maintain individual user accounts (Article 6(1)(b) GDPR). 

Personal data for this purpose will cease to be processed once the account is deleted by 

the user. 

- Marketing and Website Analytics: To send marketing content related to the Data 

Controller and to conduct website analytics using cookies (Article 6(1)(a) GDPR). 

Personal data for this purpose is processed until the session ends or cookies are deleted 

by the user, or until consent is withdrawn or an objection to processing is made. 

- Operating the Website: To manage the website (Article 6(1)(f) GDPR in connection 

with Article 173(1) of the Telecommunications Law). Personal data for this purpose will 

cease to be processed upon expiration of the cookie, removal of cookies, or at the end 

of the session. 

- Newsletter Subscription: To provide the newsletter service (Article 6(1)(a) GDPR). 

Personal data for this purpose will be deleted when consent is withdrawn and the 

subscriber is removed from the newsletter list. 

- Fulfilling Legal Obligations: To meet legal obligations, including maintaining 

documentation and issuing invoices (Article 6(1)(c) GDPR). Personal data for this 

purpose will be deleted once legal obligations are fulfilled. 

- Communicating About the Store: For current communication related to the operation 

of the Online Store (Article 6(1)(f) GDPR, which is the legitimate interest of the Data 

Controller). Personal data for this purpose will cease to be processed once the inquiry is 

addressed. 

- Establishing and Defending Claims: To establish and pursue claims or defend against 

them (Article 6(1)(f) GDPR, which is the legitimate interest of the Data Controller). 

Personal data for this purpose will be deleted once claims expire, typically after a 3-year 

limitation period. 

6. The source of personal data processed by the Data Controller is users, i.e., individuals 

to whom the data pertains. 



7. The Data Controller uses tools from Google Ireland Ltd (Google Analytics, Google Ads) 

and Meta Platforms Ireland Ltd. (Facebook Pixel). Generally, the data processed 

through these tools are handled on servers located within the EEA. However, the 

providers of these tools may be required to transfer data to third parties if required by 

law or due to the nature of the services provided (SaaS, hosting, etc.). The scope of 

personal data transferred includes all personal data specified in Section 3 of this Privacy 

Policy. The legal bases for processing these personal data are outlined in Section 5(d) 

and (e) of this Policy. Data transfers to the United States are based on the European 

Commission Decision of 10 July 2023 regarding the adequacy of protection provided by 

the EU-U.S. Data Privacy Framework (Article 45(1) GDPR). Our data importers meet the 

criteria of the decision and participate in the Data Privacy Framework program, as listed 

at: https://www.dataprivacyframework.gov/s/participant-search. 

8. We do not share personal data with third parties without explicit consent from the data 

subject. Data may be disclosed without consent only to entities authorized to process 

personal data under applicable laws (e.g., law enforcement, social security institutions, 

or tax authorities). The Data Controller provides personal data to payment operators, 

postal and courier service providers, and tax authorities. 

9. Personal data may be entrusted to data processors who process such data on our 

behalf as the Data Controller. In such cases, as the Data Controller, we enter into a data 

processing agreement with the data processor. The data processor processes the 

entrusted personal data only for the purposes, within the scope, and for the purposes 

specified in the data processing agreement mentioned above. Without entrusting 

personal data for processing, we would be unable to operate our Online Store or deliver 

the ordered Products. As the Data Controller, we entrust personal data processing to the 

following entities: 

• Hosting service providers for the website where our Online Store operates, 

• CRM service providers, 

• Accounting service providers, 

• Providers of other services necessary for the current operation of the Online 

Store. 

10. Personal data is not subject to profiling by us as the Data Controller in the sense of 

GDPR provisions. 

11. According to GDPR provisions, every person whose personal data we process as the 

Data Controller has the right to: 

• Access their personal data as stated in Article 15 GDPR, 

• Be informed about the processing of personal data as stated in Article 12 GDPR, 

• Correct, complete, update, or rectify personal data as stated in Article 16 GDPR, 

• Withdraw consent at any time as stated in Article 7(3) GDPR, 

• Erase data (right to be forgotten) as stated in Article 17 GDPR, 

• Restrict processing as stated in Article 18 GDPR, 

• Data portability as stated in Article 20 GDPR, 

• Object to data processing as stated in Article 21 GDPR, 

• If the legal basis is consent, the right to withdraw consent at any time without 

affecting the lawfulness of processing based on consent before its withdrawal, 
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• Not be subject to automated individual decision-making, including profiling, as 

stated in Article 22 in connection with Article 4(4) GDPR, 

• Lodge a complaint with a supervisory authority (i.e., the President of the Personal 

Data Protection Office) as stated in Article 77 GDPR. 

12. If you wish to exercise your rights as described in the previous section, please send a 

message by email or in writing to the contact addresses specified in point 2 above. 

13. Each identified security breach is documented, and in the event of any situation 

specified in GDPR or the Personal Data Protection Act, affected individuals and, if 

applicable, the Personal Data Protection Office (PUODO) will be informed of the data 

protection breach. 

14. The Cookies Policy is a separate document located below. 

15. In matters not regulated by this Privacy Policy, the relevant provisions of generally 

applicable law shall apply. In the case of any discrepancies between the provisions of 

this Privacy Policy and the aforementioned regulations, the regulations shall take 

precedence. 

 

 


